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Annual Report

Since its launch in August 2024, ICIT’s Center for FCEB Resilience has established a national,
multi-disciplinary platform for strengthening civilian agencies and critical infrastructure
through technology, policy, education, and strategic engagement.

102 civilian departments and agencies deliver the services
that power American life.

Their scale, public mission, and essential accessibility

ICIT sponsors strategic partners who power this multi-
year national initiative.

FCEB leaders — ClOs, CISOs, and agency executives.

create significant exposure to adversaries. . . . .
Congressional champions and oversight committees.

National security priorities remain centered on the military
and intelligence enterprise, creating a resilience gap
across civilian agencies.

National security partners: CISA, NIST, DHS, DoW.

Industry partners across critical infrastructure and

Strengthening the FCEB strengthens the nation — and technology.

advances ICIT’s mission.

Center for FCEB Resilience Co-Chairs

Ann Dunkin

] LinkedIn

ICIT Fellow + Co-Chair, Center for
FCEB Resilience,

David Mussington

) LinkedIn

ICIT Fellow + Co-Chair, Center for
FCEB Resilience,

Professor of the Practice, UMD
School of Public Policy

Distinguished Professor of the Practice,
Georgia Institute of Technology,

CEO, Dunkin Global Advisors

‘ ‘ As the operational lead for federal cybersecurity, CISA works every day to strengthen the security and resilience
of the Federal Civilian Executive Branch (the FCEB) that millions of Americans depend on for critical services. To
inform our efforts and accomplish this mission, CISA collaborates with government, industry and organization
partners, such as ICIT. The work of ICIT’s Center for FCEB Resilience to address evolving threats, enhance security,

accelerate resilience, and advocate for a modernized FCEB aligns with and supports CISA’s mission. CISA recognizes
ICIT’s efforts to convene key stakeholders, deliver actionable insights, and advance broader resilience efforts.”

Nick Andersen, Executive Assistant Director, Cybersecurity Division, Cybersecurity and Infrastructure Security Agency
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2025 Annual Report: Research and Education

18 90+ 38

Events Briefings Publications

In 2025, ICIT’s Center for FCEB Resilience advanced agency modernization through research,
leadership education, and strategic engagement, strengthening Al assurance, cloud and
software resilience, and workforce readiness while elevating priorities such as the WIMWIG

Act, foreign technology risks, and public-private collaboration —to strengthen resilience across
the civilian enterprise.

Featured Events & Publications

Cyber, intune: America’s next instrument
w of power

-y

From Governance to Power:How America's New
NSS Reframes Cyber and Critical Infrastructure

How OneGov is reshaping procurement and

l”; il ‘\‘ power at the federal level
sl )iy

Cyber resilience is the new deterrence: Why
Congress mustact before the next escalation

Connected and exposed: Building a cyber
future America can trust

The official launch of the Center for FCEB Resilience
took place on Capitol Hill, included founding member
Google for Government, and a featured keynote
from Sen. John Hickenlooper (D-CO).

The Center for FCEB Resilience held a roundtable
on Securing American Energy, which brought
together senior government, industry, and academic
leaders to examine the evolving threats facing the
nation’s energy systems and identify practical strategies
to strengthenresilience across this sector.
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https://www.icitech.org/post/the-future-of-government-data-ai-automation-mission-ready-modernization

2025 Annual Report: Community Engagement

In2025, ICIT engaged leaders across Congress, the Executive Branch, state and local governments,
academia, industry, and civil society to advance cybersecurity and modernization priorities for

the Federal Civilian Executive Branch.

Department of Commerce (NIST)
Department of Transportation
Department of War

Department of Energy

Department of Homeland Security (CISA, CBP)
Office of the Director of National Intelligence

Environmental Protection Agency
General Services Administration
National Security Agency

Office of Personnel Management

Executive Office of the President (NSC, OMB,

ONCD)

Association of Defense Communities (ADC)

Cyber Future Foundation (CFF)

Federal Energy Regulatory Commission (FERC)
National Institute of Standards and Technology

(NIST)

Georgia Institute of Technology

The Cyber Guild

University of Maryland

Technology Advancement Center (TAC)
West Virginia University (WVU)

Banking, Housing, and Urban Affairs Committee
Commerce, Science, and Transportation
Committee

Finance Committee

Health, Education, Labor & Pension (HELP)
Committee

Homeland Security & Governmental Affairs
Committee (HSGAC)

House Homeland Security Committee
Judiciary Committee

Select Committee on the CCP, SSCI, HPSCI
Joint and Special Committees and Caucuses
Veterans' Affairs Committee

Congressional Research Service
Government Accountability Office

Arizona Ohio
Connecticut Oklahoma
District of Columbia South Dakota
Maryland Texas

New Hampshire Virginia

New Jersey West Virginia
New York
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Thank you to our donors whose partnership powers the ICIT Center for FCEB Resilience
and strengthens the critical infrastructure that serves people every day.

To learn more about supporting this initiative, please contact Javier@icitech.org

FoundingMember — (G00gle Public Sector

Supporting Members vacobs ?‘INVICTUS

Copyright 2026, The Institute for Critical Infrastructure Technology. Except for (1) brief quotations used in media coverage of this publication, (2) links to the wwwicitech.org
website, and (3) other noncommercial uses permitted as fair use under United States copyright law, no part of this publication may be reproduced, distributed, or transmitted
inany form or by any means, including photocopying, recording, or other electronic or mechanical methods, without the prior written permission of the publisher. For
permission requests, contact the Institute for Critical Infrastructure Technology.


mailto:Javier%40icitech.org?subject=
https://www.icitech.org

